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Abstrak

Perkembangan teknologi informasi yang semakin pesat membawa dampak positif dan kemudahan dalam hal
penyimpanan dan pertukaran data informasi, namun dapat juga menimbulkan potensi risiko berupa pencurian,
manipulasi, hingga perusakan data sehingga dibutuhkan mekanisme perlindungan data yang lebih kuat. Metode
Out by Spirally digunakan sebagai teknik transposisi dengan menyusun karakter plaintext ke dalam matriks dan
membacanya menggunakan pola spiral, sedangkan Polyalphabetic digunakan sebagai teknik substitusi dengan
tiga kunci berbeda berdasarkan 90 karakter yang digunakan yaitu huruf kecil, huruf besar, angka dan simbol
tanda baca. Sistem diuji menggunakan teks biasa serta format file teks, yaitu pdf, docx, dan txt, untuk melihat
kemampuan enkripsi dan dekripsi. Hasil pengujian menunjukkan bahwa sistem mampu mengubah plaintext
menjadi ciphertext dan mampu mengembalikannya ke teks asli menggunakan kunci yang sesuai. Penelitian ini
menyimpulkan bahwa berhasil mengimplementasikan kriptografi out by spirally menggunakan kunci
polyalphabetic untuk pengamanan file teks.

Kata Kunci : Out by spirally, Polyalphabetic, Enkripsi, Dekripsi, File Teks.

1. Pendahuluan

Perkembangan teknologi informasi yang semakin pesat membawa dampak positif dan kemudahan dalam hal
penyimpanan dan pertukaran data informasi di berbagai aspek kehidupan, baik Pemerintahan, Pendidikan,
Kesehatan, Politik, dan lain-lain. Meskipun kemudahan dalam mengakses data dan informasi memberikan
manfaat, hal tersebut juga menimbulkan potensi risiko berupa penyalahgunaan oleh pihak yang tidak berwenang,
seperti pencurian, manipulasi, hingga perusakan data [1]. Peningkatan serangan siber di Indonesia, seperti
phishing, pencurian data pribadi, malware, dan berbagai bentuk kejahatan digital lainnya, menunjukkan bahwa
kerentanan terhadap ancaman keamanan informasi semakin tinggi dan memerlukan strategi perlindungan yang
lebih kuat dan sistematis [2].

Pada tahun 2024, terjadi kebocoran data Nomor Pokok Wajib Pajak (NPWP) yang menyita perhatian luas
masyarakat. Kasus ini diduga melibatkan sekitar 6 juta data pribadi warga negara Indonesia, termasuk data milik
Presiden Joko Widodo serta sejumlah pejabat tinggi negara. Informasi tersebut diketahui diperjualbelikan oleh
akun anonim bernama “Bjorka” melalui forum gelap [3]. Oleh karena itu, perlindungan data saat ini menjadi hal
yang sangat penting karena semakin maraknya serangan siber yang berusaha membaobol sistem dan mengambil
informasi pribadi. Masalah keamanan data serta upaya menjaga kerahasiaan informasi dapat diminimalisasi
melalui penerapan kriptografi. Kriptografi sendiri merupakan ilmu sekaligus teknik yang digunakan untuk
melindungi data dengan cara mengubah pesan asli menjadi bentuk yang bersifat rahasia sehingga tidak mudah
dipahami oleh pihak yang tidak berwenang. Secara umum, algoritma kriptografi terbagi menjadi dua kategori,
yaitu algoritma kriptografi klasik dan algoritma kriptografi modern. Kriptografi terkenal dengan banyak istilah,
diantaranya adalah plaintext, ciphertext, enkripsi, dekripsi dan pesan [4].

Berdasarkan penelitian dari Ramengkomole yang menerapkan metode substitution Out by Diagonals untuk
meningkatkan keamanan file teks dengan memanfaatkan 76 karakter serta pola pembacaan diagonal dalam
sebuah matriks. Pendekatan ini menghasilkan ciphertext yang sulit ditebak tanpa mengetahui pola diagonal yang
digunakan. Hasil penelitian menunjukkan bahwa metode tersebut dapat diimplementasikan pada file teks
berformat pdf maupun docx, serta mampu menjalankan proses enkripsi dan dekripsi dengan baik [5]. Penelitian
terdahulu dari Siregar telah mengombinasikan algoritma substitusi dengan transposisi spiral untuk menghasilkan
kriptografi hybrid. Pada metode ini, substitusi digunakan untuk mengganti karakter plaintext, sementara
transposisi spiral berfungsi menyusun ulang urutan karakter dalam pola spiral. Hasil penelitian ini menunjukkan
bahwa pendekatan hybrid tersebut mampu melakukan proses enkripsi dan dekripsi dengan baik serta
memberikan tingkat keamanan yang lebih tinggi dibandingkan penggunaan algoritma tunggal [6].

Dari adanya penelitian terdahulu tersebut, maka penelitian ini menawarkan pendekatan baru yaitu
Implementasi Kriptografi Out by Spirally pada pengamanan file teks menggunakan kunci Polyalphabetic yang
akan memanfaatkan 90 karakter, dan menggunakan file teks yang berformat pdf, docx dan txt. Metode ini masih
jarang digunakan karena merupakan metode klasik yang kurang dikenal dibandingkan metode populer seperti
Vigenere atau Caesar Cipher. Akan tetapi, kelangkaannya ini menarik untuk dikaji ulang dan dikombinasikan
dengan kunci polyalphabetic guna menghasilkan enkripsi yang lebih kuat serta memberikan kontribusi baru
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dalam bidang kriptografi.

Out by Spirally merupakan teknik transposisi plaintext yang disusun ke dalam matriks, kemudian disusun
kembali dengan pola spiral. Pola ini membuat susunan huruf berubah secara signifikan sehingga sulit ditebak
tanpa mengetahui aturan penyusunannya. Metode spiral dikombinasikan dengan kunci Polyalphabetic sebanyak
3 kunci, diterapkan secara selang seling dan arah spiral yang akan digunakan dari sudut kanan bawah, sehingga
keamanan file teks akan lebih terjamin karena setiap karakter diacak posisinya, dan diganti dengan sandi yang
berbeda. Penelitian ini bertujuan untuk mengamanankan file teks sehingga diharapkan dengan adanya kombinasi
out by spirally menggunakan kunci polyalphabetic mampu menghasilkan sistem pengamanan file teks yang lebih
kuat, kompleks, dan sulit untuk dipecahkan.

2. Landasan Teori

Kriptografi

Kriptografi adalah sebuah seni dan ilmu yang tujuannya untuk melindungi dan mengamankan sebuah data
atau informasi melalui proses mengubah data menjadi bentuk kode tertentu. Pada kriptografi terkenal dengan
banyak istilah, diantaranya adalah plaintext, ciphertext, enkripsi, dekripsi dan pesan [4]. Kriptografi
diklasifikasikan menjadi dua kategori utama, yaitu kriptografi klasik dan kriptografi modern. Pada kriptografi
klasik, cipher dibedakan menjadi dua jenis, yaitu cipher substitusi dan cipher transposisi. Kriptografi modern
terbagi menjadi dua kategori, yaitu kriptografi kunci simetris, yang mencakup cipher substitusi dan cipher
transposisi, serta kriptografi kunci asimetris, yang meliputi standar enkripsi dan sistem enkripsi lanjutan [7].

File Teks
File teks merupakan jenis berkas digital yang berisi rangkaian karakter seperti huruf, angka, dan simbol
dalam bentuk teks biasa. Jenis file teks sangat beragam, di antaranya adalah DOCX, PDF, RTF dan TXT [8].

Out By Spirally

Out by Spirally atau transposisi spiral adalah salah satu bentuk cipher transposisi yang menyusun kembali
karakter dalam plaintext ke dalam sebuah matriks, kemudian menghasilkan ciphertext dengan membaca huruf-
huruf mengikuti pola spiral. Dengan kata lain, transposisi spiral adalah metode yang menggunakan pola spiral
untuk menentukan posisi karakter dalam pesan terenkripsi [9].

Polyalphabetic

Polyalphabetic adalah teknik enkripsi yang menggunakan beberapa alfabet substitusi untuk menyandikan
pesan. Polyalphabetic Cipher pertama kali diperkenalkan oleh Leon Battista pada tahun 1568 sebagai
pengembangan dari Monoalphabetic Cipher. Kunci dalam polyalphabetic menentukan bagaimana huruf-huruf
plaintext dipetakan menjadi ciphertext. Setiap karakter dalam kunci memberikan instruksi berbeda untuk
mengenkripsi huruf yang bersesuaian, sehingga pola pergeseran huruf menjadi lebih kompleks [7].

Website

Website adalah sebuah fasilitas di internet yang menghubungkan berbagai dokumen, baik yang tersimpan
secara lokal maupun di serve yang berada jauh. Dokumen tersebut adalah halaman web (web page), dan
pengguna dapat berpindah dari satu halaman ke halaman lain melalui tautan (hypertext) dengan bantuan browser
seperti Google Chrome atau Mozilla Firefox [10].

Python

Python merupakan bahasa pemrograman yang dapat digunakan untuk membuat aplikasi berbasis desktop
maupun web, python bersifat serbaguna dan dapat digunakan di berbagai bidang, seperti pengembangan web,
analisis data, kecerdasan buatan, hingga otomatisasi [11].

Flask

Flask merupakan microframework Python yang digunakan untuk membangun layanan web. Flask
memberikan kemudahan bagi pengembang dalam membangun, mengelola basis data, serta menampilkan hasil
pemrosesan data melalui aplikasi web [12].

3. Metode Penelitian
Alur Kerja Sistem

Pada penelitian ini, memiliki alur kerja sistem yang menggambarkan rangkaian proses atau tahapan dari sistem
menggunakan kombinasi metode Out by Spirally dan Kunci Polyalphabetic secara sistematis. Pada Gambar 2.
Menjelaskan proses di mulai dengan memasukkan teks, bisa dalam teks langsung atau file teks dengan format pdf,
docx atau txt, kemudian memasukkan 3 kunci. Kunci yang telah di masukkan akan di proses untuk menghilangkan
karakter yang berulang, kemudian di masukkan kembali karakter yang belum ada untuk disusun menjadi matriks.
Setelah teks dan kunci telah siap digunakan, sistem akan memproses dengan menerapkan out by spirally. Teks
yang telah di masukkan akan dibagi menjadi blok yang terdiri dari 5 karakter/blok. Kemudian akan mengurutkan
pasangan plaintext dan ciphertext, dan sistem akan memproses enkripsi atau dekripsi sesuai pilihan pengguna.
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Input Teks

Hapus karakter yang berulang
pada kunci

Tambahkan karakter vang
belum ada

Terapkan out by spirally

Bagi teks menjadi blok
(5 karakter blck)

Urutkan pasangan plamtext dengan
ciphertext

Enkripsi Dekripsi

Mengubah plaintext menjadi
ciphertext

Mengubah ciphertext menjadi
plaintext

Selesai

Gambar 1. Alur Kerja Sistem

Implementasi Out By Spirally

Implementasi out by spirally menggunakan kunci polyalphabetic memiliki beberapa tahapan untuk
mengamankan file teks. Berikut merupakan tahapannya : memasukkan teks, memasukkan 3 kunci yang berbeda-
beda, menghilangkan karakter yang berulang, menambahkan karakter yang belum ada pada kunci, menerapkan
metode out by spirally, membagi teks menjadi blok terdiri dari 5 karakter/blok, dan akan dilakukan proses
enkripsi atau dekripsi. Berikut adalah 90 karakter yang digunakan :

Tabel 1. 90 Karakter
P1 | P2 | P3| P4 | P5 | P6 | P7 | P8 | P9 | P10

a b c d e f g h i i
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E F G H | J K L M N
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O P Q R S T U VvV | W X
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Y 4 0 1 2 3 4 5 6 7
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(|l ) -] _ | =1+ ] ] ]“]?
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< > / [ ] { } , .| space

Tabel berikut ini adalah penerapan metode out by spirally.
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Tabel 2. Metode Out By Spirally
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Proses Enkripsi dan Dekripsi

Enkripsi

Teks : Fakultas Matematika dan limu Pengetahuan Alam

Kunci 1 : Matematika 21
Kunci 2 : Angkatan_2022

Kunci 3 : Prodi Sisfor.

Tabel 3. Kunci 1
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Tabel 4. Kunci 2
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Tabel 5. Kunci 3
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Pasangan urutan plaintext dan ciphertext :
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Tabel 6. Pasangan Kunci 1
Pla|bjc|d|e|f|lg|h jlkiIImnjo|plqg|lTr |s|t Viw Xy |z|A C|D
Cc L] / ?20* 7 VKAl p|b| Mja|t mi|k|sp|2/1|o|z]|]J
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ClU|6| &l “]; +] = -y 8|{wjiL|Blg|c|d|flglh|j|l|nly]l|T|5~"
Pl9 tal#[s|wl~ &l *[([)]-]_]= el > o sp
Cl% $|# @|! X|N/C|r|s|ulvlw/ x|H| S 4 3|0 Y| O D|E G| R Q| P
Tabel 7. Pasangan Kunci 2
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Tabel 8. Pasangan Kunci 3
Pla|blc|d|e|[f|lg|h jlklIImnjo|plg|l r |s|tju]lv|w]|X A B|C|D
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Hasil enkripsi teks :
Plaintext : Fakultas Matematika dan IImu Pengetahuan Alam
Ciphertext : 6.*e7g nL+,0[W,t<*.P} HL?6WdO*]K/]t /k HO.6,W
Dekripsi
Teks : 6.*e7g nL+,0[W,t<*.P} HL?6WdO*]K/]t /k HO.6,W
Kunci 1 : Matematika 21
Kunci 2 : Angkatan_2022
Kunci 3 : Prodi Sisfor.
Tabel 9. Kunci 1
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Tabel 10. Kunci 2

\—F— kT 2—p0
D t—Te T 1h 1% ||
m | d | K Tg 7T s—®| |V | WM

Y | c | |E| |F| |G
4|\rf|_l\£lNop
D[R |$ [T [le NIERE
7z |1 B 5 16 17v |8 |9

D | He1-$ O N &1V | (

el= |+ |- T R /

/ L i | [ h| one

U L 1 1 S ) SpPT

Tabel 11. Kunci 3
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Pasangan urutan plaintext dan ciphertext :

Tabel 12. Pasangan Kunci 1
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Tabel 13. Pasangan Kunci 2
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Tabel 14. Pasangan Kunci 3
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Hasil enkripsi teks :
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Plaintext : 6.*e7g nL+,0[W,t<*.P} HL?6WdO*]K/]t /k HO.6,W
Ciphertext : Fakultas Matematika dan Ilmu Pengetahuan Alam

4. Hasil Penelitian

Implementasi Sistem

Pada penelitian ini telah berhasil mengimplementasikan metode out by spirally dengan kunci polyalphabetic yaitu
sebanyak 3 kunci untuk mengamankan file teks yang berformat pdf, docx, txt dan bisa juga menggunakan teks
biasa yang kemudian akan di lakukan proses enkripsi atau dekripsi. Rancangan sistem ini dilakukan dengan
merancang metode out by spirally, kemudian diimplementasikan menjadi sebuah website sederhana.

Tampilan Halaman Awal Sistem

Gambar 2. menunjukkan tampilan halaman awal dari pengamanan file teks, pada halaman ini pengguna dapat
memasukkan teks biasa maupun file dengan format pdf, docx atau txt. Kemudian pengguna akan mengisi kunci
sebanyak 3 kunci dan setelah itu pengguna dapat memilih proses enkripsi atau dekripsi.

i Pengamanan File Teks

Input Teks

Choasa File | No fila chosen
Kunei 1 Kunei 2 Kunei 3
Choasa File | Na fila chosen Chaose File | No file chasan Choose File | Mo fila chosan

@ Pilih Proses

Enkripsi

2025 | Justicia Natania Toa

Gambar 2. Halaman tampilan awal

Tampilan Proses dan Hasil Enkripsi Teks Langsung

Gambar 3. menunjukkan proses untuk enkripsi teks langsung. Pada tampilan ini memperlihatkan pengguna mengisi
teks “Fakultas Matematika dan Ilmu Pengetahuan Alam” kemudian mengisi 3 kunci dengan kunci 1 “Matematika
217, kunci 2 “Angkatan_2022” dan kunci 3 “Prodi Sisfor.” dan Gambar 4. menunjukkan hasilnya.

o Pengamanan File Teks

Input Teks

Fakultas Hatematika dan Ilmi Pengetahuan Alam
Choose File | Nofile chosen

Kunei1 Kunci 2 Kunci 3
Matemalika 21 Angkalan_2022 Prodi Sisfor

Choose File | No file chosen [ Choose File Na file chosen Chaose File | Na fils chasen

@ Pilih Proses

Enkripsi v

028 | Justicla Natania Toar

Gambar 3. Proses Enkripsi Teks Langsung

(& Hasil Enkripsi
Teks Asli:

Fakultas Matematika dan limu Pengetahuan Alam

Hasil Enkripsi:

6.7e7g nL+0[W.i<* P} HL?6WdO 'Kt fk HO.B.W

Download Hasil Tabel Mapping

@ 2025 | Justicia Natania Toar

Gambar 4. Hasil Enkripsi Teks Langsung

Tampilan Proses dan Hasil Enkripsi File pdf
Gambar 5. menunjukkan proses untuk enkripsi menggunakan file pdf. Pada tampilan ini memperlihatkan pengguna
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mengisi file pdf “Tugas Data Mining_Justicia.pdf” kemudian mengisi 3 kunci dengan kunci 1 “Matematika 217,
kunci 2 “Angkatan 2022” dan kunci 3 “Prodi Sisfor.” dan Gambar 6. menunjukkan hasilnya.

i Pengamanan File Teks

Input Teks
Ghoose Fils | Tugas Data Mining_dusticia.pot
Kunci 1 Kunci 2 Kunei 3
Matematika 21 Angkalan 2022 Prodi Sisfor.
Chacsa File |Na fila chasan Choosa Fila | No fil chosan Choosa Fila_No fila chasen
® Pilih Proses
Enkripsi v

2025 | Jus:

ania Toar

Gambar 5. Proses Enkripsi File pdf

o Hasil Enkripsi

Teks Asli:

terdiri dari- 1. Klasiflkasi 2 Clustering 3. Asosiasi 4 Regresi 5 Deteksi Anomali 6. Reduksi Dimensi 7
Pembelajaran Ensemble 8. Text Mining Dari berbagai teknik data mining, cari dan jelaskan 1 contoh teknik data
mining, dan jabarkan beserta contoh algoritmanya Jawab - Teknik Asosiasi Teknik Asosiasi adalah teknik yang
digunakan untuk menemukan hubungan atau pola tersembunyi di antara item -item dalam dataset yang besar. Teknik
ini sering digunakan dalam analisis keranjang belanja, di mana tujuannya adalah untuk menemukan kombinasi preduk
yang sering dibeli bersama aleh pelanggan. Tujuan utama teknik asasiasi adalah untuk mengidentifikasi item -item yang
sering muncul bersama dalam transaksi, yang sering disebut dengan frequent itemsets , serta untuk menemukan aturan
‘asosiasi (association rules) yang dapat member ikan wawasan berharga . Dalam Teknik Asosiasi terdapat beberapa
istilah - 1. Itemset : Sekumpulan item yang muncul dalam transaksi. 2. Frequent ltemset : ltemset yang muncul lebin
sering dari ambang batas tertentu, biasanya disebut minimum support . 3. Association Rule : Aturan yang menunjukkan
hubungan antara itemset. Contohnya adalah Jika {rofi), maka {mentega). Sebuah aturan asesiasi dituliskan sebagal: -

Tugas Data Mining Teknik Dalam Data Mining Nama : Justicia Natania Toar NIM : 221011080015 Teknik data mining I

Antecedent (premis): Bagian yang muncul pertama dalam aturan, {roti}. - G (konsekuen): Bagian
yang muncul kedua, contohnya {mentega}. 4. Support transaksi yang itemset tertentu. 5. -
Hasil Enkripsi:
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Gambar 6. Hasil Enkripsi File pdf

Tampilan Proses dan Hasil Enkripsi File docx

Gambar 7. menunjukkan proses untuk enkripsi menggunakan file docx. Pada tampilan ini memperlihatkan
pengguna mengisi file docx “Tugas Review Artikel.docx” kemudian mengisi 3 kunci dengan kunci 1
“Matematika 217, kunci 2 “Angkatan_2022” dan kunci 3 “Prodi Sisfor.” dan Gambar 8. menunjukkan hasilnya.

+ Pengamanan File Teks

Input Teks
Chaose File | Tupas Review Artkel.doc
Kunci1 Kunei 2 Kunci 3
Matematika 21 Angkatan_2022 Prodi Sisfor.
Choose File _ No file chosen Choose FileNa file chosen Choose File | No file chasan
© Pilih Proses
Enkripsi M

Proses

©2025 | Justicia Natania Tosr

Gambar 7. Proses Enkripsi File docx
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o Hasil Enkripsi

Teks Asli:

Tugas Review Artikel - Metodologi Penelitian dan Etika Sistem Informasi Justicia Natania Toar - 221011060015 - Kelas A I
Artikel Pertama - Judul Artikel Sistem Informasi Administrasi (Si Admin) Unit Kegiatan Mahasiswa (UKM)

Menggunakan Metade Extreme Programming. Nama Penulis Ika Romadoni Yunita, Nofi Farikhatun, Ragilah Ismiyati, Ito
Setiawan Nama Jumnal Jumnal Teknologi Sistem Informasi dan Aplikasi Tahun dan Halaman 2024, 1557-1565 Tujuan
Penelitian Tujuan dari penelitian ini adalah untuk mengembangkan sistem informasi administratif (S| ADMIN) yang dapat
mengalasi kelidakefisienan dalam pengelolaan data manual dan ketergantungan pada Google Forms di organisasi
mahasiswa (UKM) di dua universitas, yaitu Universitas Amikom Purwokerto dan Universitas Pamulang. Sistem ini

bertujuan untuk meningkatkan efisiensi dan akurasi dalam manajemen data administrasi UKM.  Hipatesis Penelitian

Artikel ini tidak secara eksplisit menyebutkan hipotesis penelitian. Namun, dapat disimpulkan bahwa hipotesis yang

mendasari penelitian ini adalah bahwa sistem informasi (S1 ADMIN) akan
efisiensi dan akurasi dalam data di isasi mahasiswa (UKM) di Universitas Amikom
dan U ta g. Dengan yang ada dalam sistem manual dan
ketergantungan pada Google Forms, diharapkan sistem baru ini dapat memberikan solusi yang lebih baik untuk
manajemen data UKM. Kerangka Penelitian Kerangka penelitian dari artikel ini dapat dijlaskan melalui beberapa -
Hasil Enkripsi:
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Gambar 8. Hasil Enkripsi File docx

Tampilan Proses dan Hasil Enkripsi File txt

Gambar 9. menunjukkan proses untuk enkripsi menggunakan file txt. Pada tampilan ini memperlihatkan
pengguna mengisi file txt “makalah_kriptografi.txt” kemudian mengisi 3 kunci dengan kunci 1 “Matematika 217,
kunci 2 “Angkatan 2022” dan kunci 3 “Prodi Sisfor.” dan Gambar 10. menunujukkan hasil enkripsi.

i Pengamanan File Teks

Input Teks
Choose File | makalah_kriptografi.txt
Kunci 1 Kunei 2 Kunci 3
Matematika 21 Angkatan_2022 Prodi Sisfor.
| Choose File | No fils chosen Chacse Fils No file chosen | Chaose File Mo file chosen
© Pilih Proses
Enlripsi -

Gambar 9. Proses Enkripsi File txt

4 Hasil Enkripsi

Teks Asli:

MAKALAH TENTANG KEAMANAN INFORMASI DAN KRIPTOGRAFI MODERN Pendahuluan Dalam era digital saat ini
keamanan informasi menjadi aspek yang sangat penting dalam berbagai bidang, terutama dalam dunia teknologi
informasi. Setiap hari, jutaan data dikirim dan diterima melalui jaringan interet. Tanpa adanya sistem keamanan yang
memadai, data tersebut dapat dengan mudah disadap atau dimanipulasi oleh pihak-pihak yang tidak bertanggung jawab.
Kriptografi merupakan salah satu metode utama dalam menjaga kerahasiaan dan integritas data. Dengan kriptografi,
pesan atau informasi dapat diubah menjadi bentuk yang tidak dapat dibaca tanpa kunci tertentu. Prinsip dasar ini telah
digunakan sejak ribuan tahun lalu, namun kini berkembang dengan algoritma modern yang jauh lebih kompleks.
Pembahasan Konsep dasar kriptografi terdiri dari dua proses utama, yaitu enkripsi dan dekripsi. Enkripsi adalah proses
mengubah teks asli (plaintext) menjadi bentuk yang tidak dapat dibaca (ciphertext), sedangkan dekripsi adalah proses
mengembalikannya ke bentuk semula. Proses ini membutuhkan kunci tertentu agar dapat dilakukan dengan benar.
Beberapa algoritma kriptografi yang populer digunakan saat ini antara lain adalah Advanced Encryption Standard (AES),
Rivest-Shamir-Adleman (RSA), dan Elliptic Curve Gryptography (EGC). Selain itu, terdapat pula metode klasik seperti
Caesar Cipher dan Vigenere Cipher yang meskipun sederhana, masin banyak digunakan dalam bidang pendidikan untuk.
memahami konsep dasar kriptografi Selain menjaga kerahasiaan, kriptografi juga berperan dalam memastikan keaslian  «
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Gambar 10. Hasil Enkripsi File txt

Tampilan Proses dan Hasil Enkripsi Kunci File pdf, docx dan txt

Gambar 11. menunjukkan proses untuk enkripsi menggunakan teks biasa namun kunci yang digunakan adalah
file yang berformat pdf, docx dan txt. Pada tampilan ini memperlihatkan pengguna mengisi teks “Sistem
Informasi 2022” kemudian mengisi kunci 1 dengan file pdf “IA PKL Justicia Natania Toar.pdf”, kunci 2 file docx
“Tugas Metlit.docx” dan kunci 3 file txt “Tahapan Metode Out By Spirally.txt” dan Gambar 12. menunjukkan
hasilnya.
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#/ Pengamanan File Teks

Input Teks

Ssistem Informesi 2622

Chooss File | No file chosen

Kunei 1 Kunci 2 Kunci 3

Masukkan kunc Masukkan kunci 2 Masukkan kunci 3

Chooss File | 1APKL J...ia Toarpdl Chooss File | Tugas Metit.doc Choses File | Tahapan .. pirallyta

© Pilih Proses
Entuipsi v

©2025| Justicia Natania Toar

Gambar 11. Proses Enkripsi Kunci File pdf, docx, txt

i Hasil Enkripsi

Teks Asli:

Sistem Informasi 2022

Hasil Enkripsi:

G;@!>&Bx >et hi-iuim

Download Hasil Tabel Mapping Kemball

2025 | Jusiicia Natania Toar

Gambar 12. Hasil Enkripsi Kunci File pdf, docx, txt

Tampilan Dekripsi Teks Langsung
Gambar 13. menunjukkan proses untuk dekripsi teks biasa. Pada tampilan ini memperlihatkan pengguna mengisi

teks dari hasil enkripsi teks biasa kemudian mengisi 3 kunci dengan kunci yang sama pada proses enkripsi yaitu
kunci 1 “Matematika 217, kunci 2 “Angkatan_ 2022 dan kunci 3 “Prodi Sisfor.” dan Gambar 14. menunjukkan

hasilnya.

# Pengamanan File Teks

Input Teks
6. *e7g nL+ o[k, 1¢*.P} HLPEWIO® 1K/t [k HO.6,4
Choose File o file chosen
Kunci 1 Kunci 2 Kunci 3

Matematika 21 Anghatan_2022 Prodi Sisfor.
Choose File N fls chossn Choose File | No fils chosen [ Choose File | o fls chosen

© Pilih Proses

Dekripsi v

©2025 Justicia Natania Toa

Gambar 13. Proses Dekripsi Teks Langsung

W Hasil Dekripsi
Teks Asli:
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Hasil Dekripsi:

Fakuitas Matematika dan llmu Pengetahuan Alam

Download Hasil [l Tabel Mapping Kembali

2025 | Justicia Natania Toar

Gambar 14. Hasil Dekripsi Teks Langsung

Tampilan Proses dan Hasil Dekripsi File pdf

Gambar 15. menunjukkan proses untuk dekripsi menggunakan file pdf. Pada tampilan ini memperlihatkan
pengguna mengisi teks dari hasil enkripsi file pdf “Tugas Data Mining_Justicia.pdf” kemudian mengisi 3 kunci
dengan kunci yang sama pada proses enkripsi yaitu kunci 1 “Matematika 217, kunci 2 “Angkatan 2022 dan
kunci 3 “Prodi Sisfor.” dan Gambar 16. menunjukkan hasilnya.
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#f Pengamanan File Teks

Input Taks
Choose File | result pdf
Kunci 1 Kunci 2 Kunci 3
Matermatika 21 Angkalan_2022 Prodi Sisor
Choosa File | No fila chosan Choosa Fila | No file chosen Choosa File | No fila chosan
® Pilin Proses
Dakripsi -

2025 | Jusiicia Natania Toa

Gambar 15. Proses Dekripsi File pdf

Hasil Dekripsi

Teks Asli:
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Hasil Dekripsi:

Tugas Data Mining  Teknik Dalam Data Mining Nama - Justicia Natania Toar NIM : 221011060015 Teknik data mining
terdiri dari: 1. Klasifikasi 2. Clustering 3. Asosiasi 4. Regresi 5. Deteksi Anomali €. Reduksi Dimensi
Pembelajaran Ensemble 8. Text Mining Dari berbagai teknik data mining, cari dan jelaskan 1 contoh teknik data
mining, dan jabarkan beserta contoh algoritmanya Jawab : Teknik Asosiasi Teknik Asosiasi adalah teknik yang
digunakan untuk menemukan hubUngan atau pola tersembunyi di antara item -item dalam dataset yang besar. Teknik
ini sering digunakan dalam analisis keranjang belanja, di mana tujuannya adalah untuk menemukan kombinasi produk
'yang sering dibeli bersama oleh pelanggan. Tujuan utama teknik asosiasi adalah untuk mengidentifikasi item -item yang
sering muncul bersama dalam transaksi, yang sering disebut dengan frequent itemsets , serta untuk menemukan aturan
asosiasi (association rules) vana dabat member ikan wawasan berharaa . Dalam Teknik Asosiasi terdapat beberana

Gambar 16. Hasil Dekripsi File pdf

Tampilan Proses dan Hasil Dekripsi File docx

Gambar 17. menunjukkan proses untuk dekripsi menggunakan file docx. Pada tampilan ini memperlihatkan
pengguna mengisi teks dari hasil enkripsi file docx “Tugas Review Artikel.docx” kemudian mengisi 3 kunci
dengan kunci yang sama pada proses enkripsi yaitu kunci 1 “Matematika 217, kunci 2 “Angkatan_2022” dan
kunci 3 “Prodi Sisfor.” dan Gambar 18. menunjukkan hasilnya.

i Pengamanan File Teks

Input Teks
Choose File | result docx
Kunci 1 Kunci 2 Kunei 3
Matematika 21 Angkatan_ 2022 Progi Sisfor.
Choose File | Mo file chosen Choos File | No fila chasen Chagsa Fila | No fils chosen
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Gambar 17. Proses Dekripsi File docx
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Hasil Dekripsi:

Tugas Review Artikel - Metodologi Penelitian dan Etika Sistem Informasi Justicia Natania Toar - 221011060015 - Kelas A
Artikel Pertama :  Jucul Artikel  Sistem Informasi Administrasi (Si Admin} Unit Kegiatan Mahasiswa (UKM)
Menggunakan Metode Extreme Programming. Nama Penulis. Ika Romadoni Yunita, Nofi Farikhatun, Ragilah Ismiyati, Ito
Setiawan Nama Jurnal Jurnal Teknologi Sistem Informasi dan Aplikasi Tahun dan Halaman 2024, 1557-1565 Tujuan
Penelitian Tujuan dari penelitian ini adalah untuk sistem informasi i (S| ADMIN) yang dapat
dalam data manual dan Ketergantungan pada Google Forms di arganisasi
mahasiswa (UKM) di dua universitas, yaitu Universitas Amikam Purwokerto dan Universitas Pamulang. Sistem ini
bertujuan untuk meningkatkan efisiensi dan akurasi dalam manajemen data administrasi UKM.  Hipotesis Penelitian
Artikel ini tidak secara eksplisit menyebutkan hipotesis penelitian. Namun, dapat disimpulkan bahwa hipotesis yang
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Tampilan Proses dan Hasil Dekripsi File txt

Gambar 19. menunjukkan proses untuk dekripsi menggunakan file txt. Pada tampilan ini memperlihatkan
pengguna mengisi teks dari hasil enkripsi file txt “makalah_kriptografi.txt” kemudian mengisi 3 kunci dengan
kunci yang sama pada proses enkripsi yaitu kunci 1 “Matematika 217, kunci 2 “Angkatan 2022 dan kunci 3
“Prodi Sisfor.” dan Gambar 20. menunjukkan hasilnya.

+' Pengamanan File Teks

Input Toks
Chaose File_ rasul.bt
Kunci 1 Kunei 2 Kunci 3
Matematika 21 Anghatan_2022 Prodi Sisfor.
Chaose File_ No fils chosen Ghaose File_ No fils chosen Choose File | No fils chosan
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Gambar 19. Proses Dekripsi File txt
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Hasil Dekripsi:
MAKALAH TENTANG KEAMANAN INFORMASI DAN KRIPTOGRAFI MODERN Pendahuluan Dalam era digital saat ini.
keamanan informasi menjadi aspek yang sangat penting dalam berbagai bidang, terutama dalam dunia teknologi
informasi. Setiap hari, jutaan data dikirim dan diterima melalui jaringan intemet. Tanpa adanya sistem keamanan yang
memadai, data tersebut dapat dengan mudah disadap atau dimanipulasi oleh pinak-pinak yang tidak bertanggung jawab.
Kriptografi merupakan salah satu metode utama dalam menjaga kerahasiaan dan integritas data. Dengan kriptografi,
pesan atau informasi dapat diubah menjadi bentuk yang tidak dapat dibaca tanpa kunci tertentu. Prinsip dasar ini telah
digunakan sejak ribuan tahun lalu, namun Kini berkembang dengan algoritma modern yang jauh lebih kompleks.

Pembahasan Kensep dasar kriplografi terdiri dari dua proses utama, yaitu enkripsi dan dekripsi. Enkripsi adalah proses
menaubah teks asli (plaintext) meniadi bentuk vana tidak dapat dibaca (ciphertext). sedanakan dekripsi adalah proses

Gambar 20. Hasil Dekripsi File txt

Tampilan Dekripsi Kunci File pdf, docx dan txt

Gambar 21. menunjukkan proses untuk dekripsi menggunakan teks biasa nhamun kunci yang digunakan adalah
file yang berformat pdf, docx dan txt. Pada tampilan ini memperlihatkan pengguna mengisi teks dari hasil proses
enkripsi teks “Sistem Informasi 2022” kemudian mengisi kunci 1 dengan file pdf “IA PKL Justicia Natania
Toar.pdf”, kunci 2 file docx “Tugas Metlit.docx” dan kunci 3 file txt “Tahapan Metode Out By Spirally.txt” dan
Gambar 22. menunjukkan hasilnya.

2 Pengamanan File Teks

Input Teks
G318t - Suin
| Choase File | No file chosen
Kunci 1 Kunei 2 Kunci 3
Masukkan kunci Masukkan kunci 2 Masukkan kunci 3

[ Choose File | IAPKL J...ia Tear paf [ Choosa File | Tugas Metit docx Choose Fila | Tahapan .. pirally bt
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Gambar 21. Proses Dekripsi Kunci File pdf, docx dan txt
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Download Hasil Tabel Mapping

€ 2025 | Justicia Nataria Toar

Gambar 22. Hasil Dekripsi Kunci File pdf, docx, dan txt
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Tabel 15. merupakan hasil dari pengujian yang telah dilakukan yang membuktikan bahwa sistem ini mampu dan
berfungsi sesuai dengan metode yang diterapkan yaitu out by spirally dengan menggunakan 3 kunci. Sistem ini
mampu menghasilkan ciphertext dari hasil enkripsi dan mampu mengembalikan ciphertext menjadi plaintext
dari hasil dekripsi.

Tabel 15. Pengujian Menggunakan File pdf, docx, dan txt

Teks Asli Kunci 1 Kunci 2 Kunci 3 Status Status
Enkripsi  Dekripsi

Tugas Data Matematika 21 Angkatan_2022 Prodi Sisfor. Berhasil Berhasil
Mining_Justici

a.pdf
Tugas Review  KotaMANADO @SulawesiUtara Minahasa123! Berhasil Berhasil
Artikel.docx

makalah_kript  (FAKULTAS) Kampus_unsrat INFORMASI/  Berhasil Berhasil

ografi.txt @456
Sistem IA PKL Justicia ~ Tugas Metlit.docx Tahapan Berhasil ~ Berhasil
Informasi Natania Toar.pdf Metode Out
2022 By Spirally.txt
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